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ISO/IEC 27701 Lead Implementer : responsable de mise en ceuvre d'un PIMS

Date et durée

Code formation: 1SO27701LI
Durée: 4,5 jours
Nombre d'heures: 31 heures

Formation avec certification
ISO 27701 : management de la protection de la vie privée

Description

A l'dre du RGPD et de la surveillance accrue des données, les organisations ne peuvent plus se contenter de
mesures superficielles : elles doivent intégrer la protection de la vie privée au coeur de leur stratégie. Cette
formation intensive de 4,5 jours vous dote de I'expertise nécessaire pour implémenter un PIMS (Privacy
Information Management System) robuste, en étendant les contréles de sécurité de I'information existants pour
couvrir spécifiguement les données a caractere personnel (Pll).

Le programme suit une méthodologie éprouvée, allant de I'analyse du contexte initial a la déclaration de
conformité, en passant par la gestion des risques et la documentation. Vous apprendrez a interpréter les
exigences de la norme ISO/IEC 27701:2025, a conseiller la direction sur les meilleures pratiques et a orchestrer
le déploiement de controles adaptés, que votre organisation agisse en tant que responsable de traitement ou
sous-traitant.

En fin de parcours, vous pourrez passer I'examen officiel PECB Certified ISO/IEC 27701 Lead Implementer
compris dans notre offre (en savoir + dans I'onglet Certification). Ce titre prestigieux attestera de votre capacité a
piloter un projet de mise en conformité complexe et a garantir I'amélioration continue de la protection de la vie
privée au sein de n'importe quelle structure.

Télécharger le guide de formation PECB ISO 27701 Lead Implementer

Objectifs

A I'issue de cette formation ISO/IEC 27701 Lead Implementer, vous atteindrez les objectifs de compétences
suivants :

e interpréter les principes et exigences de la norme ISO/IEC 27701:2025 dans le contexte spécifique de
I'organisation ;

e planifier la mise en ceuvre d'un PIMS en tenant compte des contraintes |égales et des risques identifiés ;

e coordonner les activités de déploiement, de gestion documentaire et de formation des équipes ;

e surveiller, mesurer et auditer la performance du systéme pour assurer son amélioration continue ;

e conseiller I'organisation sur les meilleures pratiques de gestion des données personnelles (PII) ;

e préparer et réussir I'examen de certification PECB ISO/IEC 27701 Lead Implementer en maitrisant
I’'ensemble des compétences et connaissances requises.

Points forts
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e Certification tout incluse : le prix inclut le passage de I'examen officiel PECB Certified ISO/IEC 27701
Lead Implementer.

e Garantie réussite : en cas d'échec a la premiére tentative, vous pouvez repasser I'examen gratuitement
dans les 12 mois.

« Documentation complete : vous repartirez avec un support de cours de plus de 450 pages, véritable
boite a outils pour vos projets.

e Crédits DPC : la formation donne droit a 31 crédits de Développement Professionnel Continu (DPC)
valorisables pour votre carriere.

Certification

Cette formation prépare officiellement a I'examen PECB Certified ISO/IEC 27701 Lead Implementer. Un code
coupon vous sera fourni afin que vous puissiez programmer votre examen en ligne sur le site du PECB.

Modalités de I’examen PECB ISO/IEC 27701 Lead Implementer

Type d’examen : Rédactionnel (étude de cas, questions ouvertes)
Nombre de questions : 12

Durée : 3 heures

Langue : Francais et Anglais

Score requis : 70 %

Aprés avoir réussi cet examen, vous pourrez demander I'une des certifications suivantes en fonction de votre
expérience professionnelle :

Niveau de certification visé Expérience professionnelle Expérience en projet
totale PIMS
PECB ISO/IEC 27701 Provisional Aucune Aucune
Implementer
PECB ISO/IEC 27701 Implementer 2 ans Au moins 200 heures
(dont 1 an en gestion de la vie
privée)
PECB ISO/IEC 27701 Lead Implementer 5 ans Au moins 300 heures
(dont 2 ans en gestion de la vie
privée)
PECB ISO/IEC 27701 Senior Lead 10 ans Au moins 1 000 heures
Implementer (dont 7 ans en gestion de la vie
privée)

A savoir : les certifications PECB sont valides 3 ans et doivent étre maintenues en respectant les exigences de
frais de maintenance annuels (AMF) et de crédits de développement professionnel continu (CPD). Pour en savoir
plus sur les modalités d'examen et de certification, veuillez consulter le reglement d'examen PECB ainsi que le
reglement de certification PECB.

Modalités d'évaluation

Travaux Pratiques
Etude de cas

Pré-requis
Suivre cette formation nécessite les prérequis suivants :

o Expérience professionnelle : une expérience de 5 ans, dont 2 dans le domaine de la protection de la vie
privée, est recommandée pour obtenir la certification Lead Implementer. Cependant, cela n'est pas
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obligatoire pour suivre le cours.
e Connaissances de base :
o une compréhension fondamentale de la norme ISO/IEC 27001:2022 et de la sécurité de l'information ;
o une connaissance des principes de mise en ceuvre d'un systéme de management.

Public

Cette formation s’adresse aux experts et pilotes de la conformité des données. Le public inclut notamment :

les responsables de la protection des données (DPO) et CISO qui structurent la gouvernance de la vie
privée ;

les chefs de projet et consultants qui pilotent la mise en ceuvre technique et organisationnelle du PIMS ;
les conseillers juridiques et experts en conformité qui souhaitent maftriser I'application opérationnelle
des normes ;

les membres de I'équipe PIMS qui participent au déploiement des mesures de sécurité et de
confidentialité au quotidien.

Programme

Module 1 : initialiser le projet PIMS et comprendre la norme

e L'introduction aux concepts de gestion de la vie privée et au cadre normatif ISO/IEC 27701:2025.
e L'intégration avec I'ISO/IEC 27001:2022 et les systemes de management existants.
e L'initialisation du projet : définition du périmétre, objectifs et approbation de la direction.

Module 2 : planifier la mise en ceuvre de la protection des données

e L'analyse du contexte organisationnel et des obligations Iégales (RGPD, CCPA, etc.).
e L'élaboration de la politique de confidentialité et I'évaluation des risques liés aux PII.
e La déclaration d'applicabilité (SoA) et la sélection des contrdles pertinents.

Module 3 : déployer le PIMS et les contrdles opérationnels

La gestion documentaire et la mise en place des procédures opérationnelles.

Le déploiement des contrbles spécifiques aux responsables de traitement et aux sous-traitants.
La gestion des relations avec les tiers et le transfert de données.

La sensibilisation, la formation et la communication auprés des parties prenantes.

Module 4 : surveiller, auditer et améliorer le systeme

Le suivi des indicateurs de performance et la mesure de |'efficacité des contrbles.
La réalisation d'audits internes et la revue de direction.

Le traitement des non-conformités et la mise en ceuvre d'actions correctives.

La préparation finale a I'audit de certification de I'organisme.

Module 5 : préparer I'examen PECB ISO/IEC 27701 Lead Implementer

e Révision des points clés des modules 1, 2, 3 et 4.
e Présentation détaillée de I'examen (format, type de questions, domaines).
e Conseils et astuces pour réussir la certification (gestion du temps, examen a livre ouvert).

PECB

Contenu de formation proposé en partenariat avec PECB
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